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1. Introduction

Pirus Tecnologia ("we," "us," or "our") is committed to protecting the privacy of our users. 
This Privacy Policy explains how we collect, use, disclose, and safeguard your 
information when you use our Name-Address Extractor app ("the App") that processes 
text using NLP models. By using the App, you consent to the collection and use of 
information in accordance with this Privacy Policy.

2. Information We Collect

 We do not directly collect or store personal data from users. However, 
the text input provided to the App may contain personal information, such as names, 
addresses, or contact information, depending on the user's input.

2.1 Personal Data

 When you use the App, certain information is 
automatically collected, including:
2.2 Automatically Collected Information

Log data, such as your IP address, browser type, and operating system.
Usage data, such as the pages you visit within the App, the time and date of your 
visit, and other diagnostic data.

3. How We Use Your Information

We use the information we collect in the following ways:
To provide, operate, maintain, and improve the App.

To analyze usage patterns to improve the functionality and user experience of the 
App.

To detect, prevent, and address technical issues.

4. Data Processing and Storage

 The App processes text inputs provided by users using NLP 
models to extract and return structured information. This processing is done in real-time, 
and the extracted data is immediately returned to the user. We do not store any input or 
output data unless explicitly stated otherwise for specific use cases.

4.1 Data Processing



 We do not store or retain any personal data or input text on our 
servers. All data processing occurs in memory, and no data is written to disk. Any logs 
generated are anonymized and used solely for debugging and performance monitoring.

4.2 Data Storage

5. Disclosure of Your Information

We do not sell, trade, or otherwise transfer your personal information to third parties. We 
may disclose information:

To comply with legal obligations, such as a subpoena or court order.

To protect and defend our rights or property.
To prevent or investigate possible wrongdoing in connection with the App.

To protect the personal safety of users of the App or the public.

6. Data Security

We take appropriate security measures to protect your information from unauthorized 
access, disclosure, alteration, or destruction. These measures include encryption, 
firewalls, secure servers, and access controls. However, no method of transmission over 
the Internet or method of electronic storage is 100% secure, and we cannot guarantee 
absolute security.

7. User Rights

Depending on your location, you may have certain rights under applicable data protection 
laws, including:

The right to access, correct, or delete personal data.
The right to object to or restrict the processing of your data.

The right to data portability.
If you wish to exercise any of these rights, please contact us at suporte@pirus.com.br.

8. Third-Party Services

The App may integrate with third-party services to provide enhanced functionality. These 
third-party services have their own privacy policies, and we encourage you to review 
them. We do not accept any responsibility or liability for their policies or practices.

9. Changes to This Privacy Policy

We may update this Privacy Policy from time to time. Any changes will be posted on this 
page with an updated effective date. We encourage you to review this Privacy Policy 
periodically to stay informed about our information practices.



10. Contact Us

If you have any questions or concerns about this Privacy Policy, please contact us at:
Pirus Tecnologia
Email: suporte@pirus.com.br.


